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# Template

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

# Lab01

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
| 13/10/2021 | Logged into the MakeTheMove.crypto application as a standard user of the application.  On a new tab I then entered the following:  HTTP: GET Request  Https://www.MakeTheMove.crypto/transfer.php?Units=XRP&SourceWalletAddress=1A1zP1eP5QGefi2DMPTfTL5SLmv7DivfNa&DestWalletAddress=1Sf4gRES45Gefi2DMPTfTL12ETfhrs8eTX&Units=100.003248 | A transfer of 100.003248 XRP Units has taken place from:  Source Wallet Address: 1A1zP1eP5QGefi2DMPTfTL5SLmv7DivfNa  To  Destination Wallet Address: 1Sf4gRES45Gefi2DMPTfTL12ETfhrs8eTX  FINDING:CSRF |
| **Mitigation** | | |
|  | | |

# Lab02

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

# Lab03

## Lab01.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

## Lab02.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

## Lab03.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

## Lab04.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

## Lab05.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
| 27/10/2021 | Used:  ?name=<script>al\u0065rt("thisisanale%20rt")</script>test  As an input. | Using unicode characters instead of the bare characters can bypass the filter on the input.  FINDING:XXX |
| **Mitigation** | | |
| **Filter out** | | |

## Lab06.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

## Lab07.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

## Lab08.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

## Lab09.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

## Lab10.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

# Lab04.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

# Lab05.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

# Lab06.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

# Lab08.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

# Lab09.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |

# Lab11.php

|  |  |  |
| --- | --- | --- |
| **Date** | **Attack** | **Result** |
|  |  | FINDING:XXX |
| **Mitigation** | | |
|  | | |